Unified Computing System Drive Retention Service:

Certificate of Destruction (CoD)
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USE THIS FORM to document the destruction of Cisco equipment permitted as defined by your valid service agreement that allows destruction of Cisco Unified Computing

Drives. Only those drives specifically listed on your contract may be destroyed, and the contract must be valid per its stated terms and conditions. Create a separate CoD for each RMA, and include your contract number that applies to the destroyed drive(s). (Multiple drive(s) from the same RMA may be included on a single CoD, but separate RMAs require separate CoDs.)

Customer Name (Company):

Customer Contact Person: Contact Phone:

Destruction Provider Name:

RMA:

UC DR Contract #:

Contact E-Mail: Provider Contact:

Provider Mailing Address:

Provider Phone:

Provider E-Mail:

As indicated by my signature, below, I confirm that the drive(s) as described on associated/attached pages have been destroyed by the means indicated. Should any drive

listed as destroyed appear in the marketplace or become known to Cisco as functioning at any time in the future, I accept responsibility for any financial, fraudulent, or brand-related implications of this activity.

Customer Signature:

Witness Signature:

Print Customer Name:

Print Witness Name:

Date:

Witness Affiliation/Company:

Date:

Cisco will not accept this Certificate of Destruction (CoD), except in cases in which customer has a valid Unified Computing Drive Retention service contract permitting retention and destruction.
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From Page One, please reference the following to ensure pages remain associated:

Customer Name (from Page One)

Date of Destruction:

USE THIS FORM as an attachment to the “Information Cover | Page One” part of the Certificate of Destruction (CoD). Make as many copies of this page as needed to include

all destroyed drives. Return with the Information Cover to the Asset Recovery contact as directed by Cisco.

RMA #:

Date of Destruction:

Customer Contract #:

City, State of Destruction:

\*If “Other” provide explanation.

Drive Product ID (PID)

Drive Serial No.

Form of Destruction

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:

Crush

Incinerate

Other:
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Once you have destroyed the drives, print and complete the form. Return this form to your respective theater alias in an electronic format using the following email alias(es):

•

•

•





•

•

•

[cod-request@cisco.com:](mailto:cod-request@cisco.com) United States or Canada

[asset-recovery-jp@cisco.com:](mailto:asset-recovery-jp@cisco.com) Japan

[asset-recovery-emea@cisco.com:](mailto:asset-recovery-emea@cisco.com) Europe, the Middle East, or Africa [asset-recovery-mx@external.cisco.com:](mailto:asset-recovery-mx@external.cisco.com) Emerging markets West (Mexico) [asset-recovery-latam@cisco.com:](mailto:asset-recovery-latam@cisco.com) Rest of Latin America (LATAM)

[asset-recovery-anz@cisco.com:](mailto:asset-recovery-anz@cisco.com) Malaysia, Australia, and New Zealand [asset-recovery-chn@cisco.com:](mailto:asset-recovery-chn@cisco.com) China, Taiwan, and Macau

[asset-recovery-restofasia@cisco.com:](mailto:asset-recovery-restofasia@cisco.com) “Rest of Asia,” including Sri Lanka, Bangladesh, Vietnam, Hong Kong, Cambodia, Guam, Brunei, Bhutan, Nepal, Maldives, and Mongolia

[asset-recovery-india@cisco.com:](mailto:asset-recovery-india@cisco.com) India

[asset-recovery-kor@cisco.com:](mailto:asset-recovery-kor@cisco.com) Korea, Philippines, Thailand, Indonesia, and Singapore

•

•